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DigiCert Inc., has completed its acquisition of Symantec’s Website Security and related PKI 
solutions. With this transition, Thomson Reuters is replacing affected certificates.  More 
information may be found here: 
https://www.websecurity.symantec.com/digicert-and-symantec-faq

Thomson Reuters will change certificates, like other impacted organizations, to the new 
certificate.  The certificate we are changing to is used widely by other sites. This should 
have little to no impact to your firm, but you may wish to follow the proactive step below to 
ensure seamless access to all Thomson Reuters' products.

Simple way to ensure you have the correct certificate for TR Products: 

Test browsers for compatibility
Go to  https://global-root-ca.chain-demos.digicert.com and ensure no warnings or errors are 
displayed in the browser.  If warnings, download the certificate noted below.

If questions or concerns about the above, please call our 
Technical Support team on 1-800-020-548 (Australia) 
or 0800-10-60-25 (New Zealand)
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In the unlikely event you get a warning after clicking the link above: 

The DigiCert Global Root CA certificate is available at
https://www.digicert.com/digicert-root-certificates.htm
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